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VISKASE COMPANIES, INC. FOREIGN ANTI-CORRUPTION POLICY 

 

 
1. INTRODUCTION 

 

Viskase Companies, Inc. (“Viskase”) is a Delaware corporation, which itself and through its subsidiaries is 

engaged in the production and sale of cellulosic, fibrous and plastic casings for the processed meat and poultry 

industry. This Foreign Anti-Corruption Policy (“Policy”) applies to Viskase and its subsidiaries (collectively the 

“Company”). 

 

The Company is committed to maintaining the highest ethical standards and has zero tolerance for bribery or 

any other form of corruption. It is the Company’s policy to comply fully with the U.S. Foreign Corrupt Practices Act 

(“FCPA”), the U.K. Bribery Act, and all other equivalent and applicable anti-corruption and anti-bribery statutes and 

regulations (collectively, “Applicable Anti-Corruption Laws”). This Policy applies to the operations of the Company, 

including operations conducted by the affiliates, subsidiaries, agents, consultants, advisors, joint venture partners and 

other third-party representatives of the Company. All officers, directors, and employees of the Company (hereinafter 

collectively “Employees”) must comply with the Policy. Agents, consultants, and other third party intermediaries who 

operate in foreign jurisdictions or who may interact with foreign government officials in the course of their work for 

the Company must comply with the Policy. Senior management, including all officers and directors of the Company 

its and their subsidiaries, shall provide strong, explicit and visible support and commitment to this Policy and its 

requirements. 

 
If you have questions about the Policy, please seek clarification from the Senior Vice President, General 

Counsel of the Company (the “Compliance Officer”), at (630) 874-0780, or Compliance.Officer@viskase.com. 

Any employee who becomes aware of a suspected past or potential future violation of the FCPA, the U.K. Bribery 

Act, any other Applicable Anti-Corruption Law, or the requirements of the Policy must report such information to the 
Compliance Officer immediately or via the Company’s Whistleblower Hotline at (800) 916-7037, Company 

Identifier 8475. 

 
2. U.S., U.K. AND OTHER FOREIGN LAWS PROHIBIT FOREIGN BRIBERY 

 

2.1. FCPA 
 

The FCPA’s anti-bribery provision
1 

makes it a crime to offer or give a corrupt payment to a foreign official 

for the purpose of retaining or obtaining a business advantage. A payment is corrupt (i.e., a bribe) if it is given with 

the intent to wrongfully induce or influence a foreign official to misuse his or her position to help the person or entity 

paying the bribe obtain or retain business. 

 

Making a payment corruptly includes, among other things, providing something of value with the intent to 

induce the recipient to direct business to the payer or his/her client, or to obtain preferential treatment, legislation or 

regulations to assist the payer in obtaining or retaining business. This applies not only to payments made in direct 

exchange for business, such as a government contract, but also payments intended to lower the cost of doing business 

in a foreign country, such as lowering taxes and customs duties. 

 

Bribes are not limited to money alone, but can be anything of value, including but not limited to gifts, stock 

rights, contractual rights, real estate, debt forgiveness, discounts, meals, travel expenses, entertainment, offers of 

employment or internships, political contributions, and charitable contributions, among many other interests arising 

from business relationships, whether to the foreign officials themselves or to their family  members or  friends. The 

FCPA prohibits bribes given both directly and indirectly (e.g., paid through a third party intermediary) to a foreign 

official or for that official’s benefit. 

 

 
1 

The anti-bribery provisions apply to U.S. persons and businesses (domestic concerns), U.S. and foreign public 

companies listed on stock exchanges in the United States or which are required to file periodic reports with the 

Securities and Exchange Commission (issuers), and persons and businesses acting in the territory of the United States. 
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Foreign officials include, regardless of rank or position, any (i) employee or agent of a foreign government; 

(ii) employee or agent of a foreign government-owned or -controlled business, entity or instrumentality (such as a 

state-owned hospital or sovereign wealth fund); (iii) foreign political party or party official; (iv) candidate for foreign 

political office; and (v) employee or agent of a public international organization (such as the Red Cross, International 

Monetary Fund, the European Union, the United Nations, the World Bank, and similar organizations). 

 

The FCPA also requires that the Company maintain books, records and accounts which, in “reasonable 

detail,” accurately and fairly reflect the transactions and dispositions of company assets. The FCPA also requires  that 

the Company have an effective internal control system capable of detecting and preventing improper payments to 

foreign officials. A Company can violate the FCPA’s books and records provisions even if it does not violate the 

FCPA’s anti-bribery provisions. 

 

The provisions of the FCPA have been broadly interpreted. If you have any questions about the FCPA, 

contact the Compliance Officer.  The full text of the FCPA can be furnished by the Compliance Officer upon request. 

 
2.2. U.K. Bribery Act 

 

The U.K. Bribery Act likewise makes it a crime to offer or give a financial or other advantage to a foreign 

official with the intent to influence that official to retain or obtain a business advantage. A financial or other advantage 

includes not only cash, entertainment, and travel, but also relatively small or insignificant items, whether or not they 

have any apparent monetary value, and intangible things, such as favors and offers of employment.   The 

U.K. Bribery Act does not permit facilitation payments. 

 

Foreign officials under the U.K. Bribery Act include, in addition to those set forth in the FCPA, any individual 

who exercises a public function for any foreign country. Unlike the FCPA, the U.K. Bribery Act is not limited to the 

offer or payment of bribes to foreign officials, but includes bribery of domestic government officials and bribery of 

actors in the commercial context. It also criminalizes requesting or receiving a bribe. 

 

The U.K. Bribery Act also holds commercial entities liable for the bribery committed by any person 

associated with the entity, unless it has in place “adequate procedures” to prevent such conduct. 

 

In circumstances where there is any connection to the U.K. (even if you are not in the U.K. or directly doing 

business with the U.K.), you must comply with the provisions of the U.K. Bribery Act. Although different parts of the 

U.K. Bribery Act have different jurisdictional scope, in broad terms it applies to: U.K. companies, partnerships and 

other corporate entities; U.K. nationals; non-U.K. nationals ordinarily resident in the U.K.; foreign corporate bodies 

carrying on a business or part of a business in the U.K.; any individual or corporate body carrying out bribery in the 

U.K. (irrespective of where they are resident); and senior officers of a body corporate that commits an offense under 

certain sections of the U.K. Bribery Act (again irrespective of where they are resident). 

 

If you have any questions about the U.K. Bribery Act, contact the Compliance Officer.  The full text of the 

U.K. Bribery Act can be furnished by the Compliance Officer upon request. 

 
2.3. Other Applicable Anti-Corruption Laws 

 

The Company has facilities in Brazil, France, Germany, Italy, Mexico, Philippines, Poland and the U.S. Its 

global sales and distribution network reaches nearly every country in the world.  It is the Company’s policy to  adhere 

to all laws affecting its business. In furtherance of this global mission, this Policy specifically incorporates various 

country-specific legal requirements imposed by those countries where we operate facilities. These local legal 

requirements are described on Appendices E through K to this Policy.  

 

In short, giving anything of value to a public official or private individual to induce corruptly that person to 

violate the law or the obligations of their office or employment is prohibited.  Giving anything of value under such 

circumstances should not be a part of any Viskase business  activity. In fact, giving a gift to a government official of 

any kind, directly or indirectly, is generally not permitted.  A gift is any gratuity, entertainment, or any other tangible 

or intangible item having a monetary value, including but not limited to promotional items, cash, cash equivalents 

(such as gift cards and gift certificates), food, beverages, 
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and tickets to sporting or other entertainment events. Any questions regarding the propriety of offering things of value 

to a private individual should be directed to the Compliance Officer. 

 
2.4. Liability under the FCPA and the U.K. Bribery Act and other applicable anti-corruption 

law(s) 

 

The Company can be held liable for violations of the FCPA, the U.K. Bribery Act and other anti-corruption 

laws governing its conduct by officers, directors, employees or third parties acting on the Company’s behalf, by its 

subsidiaries, or by joint venture partners. For example, the Company can be held responsible for the acts of those 

parties where an officer, director, or employee of the Company is determined to have some level of knowledge  about 

a FCPA, U.K. Bribery Act or other applicable anti-corruption law violation. Thus, the Company itself can be held 

liable where someone within the Company authorizes a third party intermediary in making an illicit FCPA, 

U.K. Bribery Act or other applicable anti-corruption law payment to a foreign official, or where someone at the 

Company confers money or anything else of value upon a third party with some level of knowledge that all or some 

of the funds will be paid either directly or indirectly to a foreign official. 

 

Proof of actual knowledge is not required to constitute a violation of the law; rather, knowledge may be 

established if a person is aware of or consciously disregards or deliberately ignores a high probability that an illegal 

bribe will be offered or paid. “Red flags” that may provide a reason to know that a third party intermediary will use 

funds provided by the Company to violate the FCPA are included in Section 7.2 and Appendix B. In addition, civil 

monetary penalties can be imposed for violations of the books and records provisions even for unknowing  violations, 

i.e., even where a showing cannot be made that there was knowledge of the underlying violation. 

 

Employees must never “put their heads in the sand” in dealing with individuals who act on behalf of the 

Company. Where circumstances suggest that a Company officer, director, employee, agent, consultant or other third-

party intermediary, subsidiary, or joint venture partner has violated or will violate the FCPA, the U.K. Bribery Act or 

other applicable foreign anti-corruption law, employees must immediately report such knowledge, belief, or suspicion, 

as provided in this Policy. 

 
Violations of the FCPA, the U.K. Bribery Act, and other applicable foreign anti-corruption laws can 

result in significant fines, jail time, and other serious consequences. Under the FCPA, the Company would be 

precluded from paying criminal penalties imposed on employees. 

 

3. PROHIBITIONS AND REQUIREMENTS 

 

3.1. Employees may not give, offer or promise to give a foreign official anything of value, directly or 

indirectly, to influence the foreign official in the performance of his/her official duties, in order to 

obtain or retain business, to secure any improper advantage, or to induce any kind of favorable 

outcome. 

 

3.2. Viskase’s policy is that in general, officers and employees may not offer or give a gift of value  (no 

matter how small the value) to a foreign official. Gifts are any gratuity, entertainment, or any other 

tangible or intangible item having a monetary value, including but not limited to promotional items, 

cash, cash equivalents (such as gift cards and gift certificates), food, beverages and tickets to 

sporting or other events. 

 

3.3. Officers and employees may not make political contributions on the Company’s behalf to a foreign 

political party or official, or a foreign political candidate. This prohibition does not extend to 

Company employees’ personal political contributions. 

 

3.4. Officers and employees may not make charitable donations on the Company’s behalf for the 

benefit of a foreign official. This prohibition does not extend to Company employees’ personal 

charitable contributions. 
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3.5. DETERMINING WHETHER SOMEONE IS A FOREIGN OFFICIAL CAN BE 

COMPLICATED BECAUSE ANTI-CORRUPTION LAWS COVER A BROAD RANGE OF 

PUBLIC OFFICIALS. SEE DEFINITION AT SECTION 2.1 ABOVE. EMPLOYEES 

SHOULD CONSULT WITH THE COMPLIANCE OFFICER IF THERE IS ANY 

QUESTION REGARDING WHETHER AN INDIVIDUAL IS A FOREIGN OFFICIAL. 

 

3.6. Employees designated by the Compliance Officer must attend anti-corruption training at least once 

every two years. Specialized training may be required annually for certain employees selected by 

the Compliance Officer. 

 

3.6.1. Each employee designated for training, and any other individual or entity designated by 

the Compliance Officer, shall be asked to certify that such employee, individual or entity 

has fulfilled the training requirements and has not knowingly violated the Policy, the 

FCPA, the U.K. Bribery Act, or any other Applicable Anti-Corruption Law. Such 

certification may be evidenced by electronically retained records of completion of 

automated training sessions. 

 

3.6.2. Failure to provide such certification may result in disciplinary action or other sanctions. 

 

3.7. In circumstances where the U.K. Bribery Act applies, this Section shall apply to all third parties, 

and not just foreign officials with the following exception: Notwithstanding the general prohibitions 

set out herein, including those contained in clause 3.2, this policy permits (without the need to seek 

prior approval from the Compliance Officer) offering or giving anything of value to any third party 

who is not a foreign official in respect of reasonable and appropriate hospitality or entertainment for 

the purposes of: establishing or maintaining good business relationships; improving or maintaining 

our image or reputation; or marketing or presenting our products and/or services effectively, and 

provided that each of the following conditions are satisfied: 

 

3.7.1. the value of does not exceed £100; 

 

3.7.2. it is not made (i) with the intention of inducing or rewarding a person to perform improperly 

a relevant function or activity connected with a business or done in the course of a person’s 

employment; (ii) to induce or reward improperly a third party to obtain or retain business 

or a business advantage; or (iii) in explicit or implicit exchange for favors or benefits; 

 

3.7.3. it is given in the Company’s name, not in an Employee’s name; 

 

3.7.4. it does not include cash or a cash equivalent (such as gift certificates or vouchers); 

 

3.7.5. it is appropriate in the circumstances, taking account of the reason for the gift, its timing 

and value; 

 

3.7.6. it is properly recorded in the Company’s books, given openly, not secretly; and 

 

3.7.7. it otherwise complies with any applicable local law. 

 

3.8. The Company’s Internal Auditor will conduct internal audits without prior notice to ensure 

compliance with the Policy. The Internal Auditor will develop a schedule for conducting such audits. 

 

3.8.1. Testing and analysis of Company transactions and of the Company’s books and records, 

and accounts for possible violations of the FCPA, all other Applicable Anti-Corruption 

Laws and this Policy shall be a regular part of the Company’s audit process and all 

employees shall cooperate fully with the Company’s audit staff in that regard. 
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3.8.2. The results of all Anti-corruption auditing activities shall be communicated to the 

Company’s Chief Executive Officer, its General Counsel, and the Viskase Audit 

Committee promptly after completion of the relevant audit. 

 

3.9. The Compliance Officer may report allegations of violations and/or any perceived failure of the 

Policy directly to the Viskase Audit Committee. 

 
 

4. PERMISSIBLE EXPENDITURES 

 

4.1. Under certain circumstances, reasonable business expenses, such as gifts, meals and entertainment 

expenses, and travel expenses, may be made for the benefit of foreign officials. Business-related 

expenses must never give the appearance of impropriety. All such expenditures must be directly 

related to a Company business purpose, such as demonstrating, explaining, or promoting  Company 

products or services or the execution or performance of a contract with a foreign government or 

agency, and be permissible under the local laws of the foreign official’s country  and the policies of 

the foreign official’s employer. As set forth below, special care must be used when making such 

expenditures. In all such circumstances, prior written approval from the Compliance Officer 

must be obtained in accordance with Section 5. 

 

4.1.1. Gifts provided to foreign officials: (1) must be provided only as a courtesy or token of 

regard or esteem, or in proportionate return for hospitality, and not in return  for  a business 

advantage; (2) must be of “nominal” value, as judged in the context of the type of 

transaction involved, local custom, and local business practices; (3) may not be in the form 

of cash or cash equivalents (e.g., a money order); (4) if possible, should be for official use, 

as opposed to the individual or personal use of the foreign official to whom it is given; (5) 

must showcase, relate to or promote the Company’s products and services, and generally 

should bear the Company’s logo; and (6) must be recorded accurately in  the Company’s 

books and records, including in the annual Official Gift Log, maintained by the Compliance 

Officer. 

 

4.1.2. Meals and entertainment expenses for foreign officials  must be:         (1) in good taste; 

(2) reasonable under the circumstances; (3) of modest value; and (4) commensurate with 

local custom or practice. 

 

4.1.3. Travel expenses for foreign officials, including transportation, lodging, and meals, must 

be reasonable under the circumstances. A detailed itinerary must be reviewed and approved 

in advance by the Compliance Officer. Travel, lodging, meals and other similar expenses 

for a foreign official’s spouse, children, other family members or travel companions that 

are not directly related to a legitimate Company business purpose cannot be paid or 

reimbursed by the Company. Lodging paid by the Company for the benefit of  a foreign 

official may cover only expenses actually incurred during the period of travel directly 

related to a Company business purpose and, whenever possible, should be limited to 

business hotels. 

 

4.2. In certain limited circumstances, the FCPA permits “facilitating payments” to foreign officials to 

expedite “routine governmental action,” such as obtaining permits and licenses, processing 

governmental papers, providing police protection and utilities services, and scheduling inspections, 

provided that the action is non-discretionary and of a clerical or administrative nature. Routine 

government action does not include any decision by a foreign official regarding whether, or on what 

terms, to award new business to, or to continue business with, a particular party.    The 

U.K. Bribery Act does not provide an exception for facilitation payments (which often are illegal 

under the laws of other countries). No employee may offer or give a facilitating payment without 

obtaining prior written approval from the Compliance Officer. 
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4.3. The Company maintains detailed records of all expenditures for foreign officials. When a Company 

employee seeks reimbursement for such expenditures, the employee must include in the expense 

report: (a) the name and title of the party for whom the expenditure is being made, (b) the purpose 

of the expenditure, (c) the amount of the expenditure, (d) the specific amount expended  for the 

foreign official; (e) proof of payment (e.g., a receipt); and (f) the names of all individuals who 

participated in the event, if applicable. 
 

4.4. See Appendices E through K for Additional Information on Permissible Expenditures. 

 
5. APPROVAL PROCEDURE 

 

5.1. All requests seeking permission to make an expenditure to or for the benefit of a foreign official 

must be submitted via a completed Foreign Official Payment Request Form to the Compliance 

Officer, a copy of which may be found in the Corporate Policies tab on the Viskase intranet Portal,  

https://workspace.viskase.com/sites/corppolices/SitePages/Home.aspx.   

 

5.2. Approved payments for foreign officials must be sent to the government, agency, department, 

instrumentality or entity that employs the foreign official. 

 

5.3. Approved payments for foreign officials cannot be provided in cash or paid directly to the foreign 

official. 

 

5.4. All such expenditures must be recorded in accordance with the Company’s T&E form and include 

(a) the name and title of the party for whom the expenditure is being made, (b) the purpose of the 

expenditure, (c) the amount of the expenditure, (d) the specific amount expended for the foreign 

official; (e) proof of payment (e.g., a receipt); and (f) the names of all individuals who participated 

in the event, if applicable. 

 
5.5. In circumstances where the U.K. Bribery Act applies, this Section shall apply to all third 

parties and not just foreign officials. Questions regarding whether the U.K. Bribery Act 

applies should be referred to the Compliance Officer. 
 

5.6. See Appendices E through K for Additional Information on Approval Procedures. 

 

6. BOOKS, RECORDS AND CONTROLS 

 

6.1. The Company is required to maintain books, records and accounts which, in reasonable detail, 

accurately and fairly reflect the transactions and dispositions of Company  assets.  This requirement 

applies to all Company transactions, not just payments to foreign officials. No undisclosed or 

unrecorded fund or asset may be established or maintained for any purpose. Employees are 

prohibited from falsifying accounting records and must take all reasonable care to ensure that any 

information provided to auditors is accurate. 

 

6.2. The Company is required to maintain an effective internal control system capable of detecting and 

preventing improper payments to foreign officials. The internal controls system should use measures 

that provide reasonable assurances that: 

 

6.2.1. transactions are executed in accordance with management’s general or specific 

authorization; 

 

6.2.2. transactions are recorded as necessary (i) to permit preparation of financial statements in 

conformity with Generally Accepted Accounting Principles or any other criteria applicable 

to such statements, and (ii) to maintain accountability for assets; 

 

6.2.3. access to assets is permitted only in accordance with management’s general or specific 

authorization; and 

https://workspace.viskase.com/sites/corppolices/SitePages/Home.aspx
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6.2.4. the recorded accountability for assets is compared with the existing assets at reasonable 

intervals and appropriate action is taken with respect to any differences. 

 

6.3. The FCPA requires “reasonable detail” and “reasonable assurances,” which mean the level of  detail 

and degree of assurance that would satisfy prudent officials in the conduct of their own affairs. That 

standard has been interpreted to mean that the records and control requirements do not connote an 

unrealistic degree of exactitude or precision, but it is higher than the materiality standard which 

typically applies in accounting. Accordingly, even relatively small payments or gifts should be 

recorded accurately in order to satisfy the FCPA’s requirements. 

 

6.4. Any perceived failure of the Company’s books and records to accurately reflect, in reasonable detail, 

the transactions and dispositions of Company assets shall be reported to the Company’s General 

Counsel and the Compliance Officer, who shall consult with the IEP co-General Counsels and the 

Chief IEP Auditor in order to determine whether a possible violation of the FCPA exists and, if so, 

whether the matter should be reported to the Viskase Audit Committee, and appropriate actions 

taken. 

 

6.5. A deliberate violation of the FCPA’s books and records provisions may be punished with criminal 

sanctions (imprisonment and/or fine). Any violation (even if unknowing) may be punished by a civil 

fine. 

 
7. FOREIGN AGENTS AND CONSULTANTS 

 

7.1. Agents, Consultants, Distributors and Third Party Intermediaries 

 

7.1.1. “Agents” for the purposes of this policy include any foreign third party intermediary 

engaged by the Company to act on the Company’s behalf, or in fact does so, primarily to 

facilitate sales. This may include consultants or distributors who act on the Company’s 

behalf. 

 

7.1.2. “Consultants” covered by this policy include foreign parties who provide advice and 

assistance to the Company concerning business operations and who either act on behalf  of 

the Company or are involved in activities that include, directly or indirectly,  interacting 

with foreign officials or other non-company personnel for the purpose of assisting the 

Company on obtaining, conducting or retaining business. Consultants who do not act on 

behalf of the Company and are not involved in activities that include, directly or indirectly, 

interacting with foreign officials or other non-company personnel for the purpose of 

assisting the Company on obtaining, conducting or retaining business, are not considered 

“consultants” for purposes of this Policy. 

 

7.1.3. “Distributors” are foreign third party intermediaries that facilitate sales to which the 

Company sells or distributes product. The vast majority of the Company’s distributors  are 

resellers of product. A significant number of them sell products that are competitive with 

the Company’s products. Accordingly, while their actions done in concert with the 

Company may result in liability for the Company, distributors are not generally agents that 

can bind the Company. 

 

7.1.4. “Third Party Intermediaries” for purposes of this Policy include agents, consultants, and 

distributors, as defined above. 

 

7.2. When dealing with third parties who act on behalf of the company, employees must never “put their 

heads in the sand.” Employees must be alert for “red flags” that pose a danger of making an illegal 

FCPA payment. The existence of a “red flag” may mean that additional due diligence is required. If 

an employee knows, reasonably believes or has a suspicion that a “red flag” exists  with  respect  to  

a  third  party  intermediary,  that  individual  must  immediately  report        such 
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knowledge, belief, or suspicion, as provided in this Policy. Potential red flags, which will be 

scrutinized carefully and thoroughly, include: 

 

7.2.1. The third party intermediary has a dishonest reputation, i.e., is reported to have paid bribes 

in the past or is known to treat such corrupt practices as a normal, customary or acceptable 

means of doing business; 

 

7.2.2. The third party intermediary has a close familial connection to, or other personal 

relationship with, officials in the jurisdiction(s) in which he/she likely will be asked to do 

work for the Company; 

 

7.2.3. The third party intermediary’s commission or fees are outside the range of commissions or 

fees that are customary for the same or similar work within the industry or region; 

 

7.2.4. The third party intermediary refuses or is reluctant to sign contractual representations and 

warranties that he/she has not violated, or will not violate, the Company’s Policy; 

 

7.2.5. The third party intermediary requests that his or her commissions or fees be paid (i) in cash, 

(ii) to a bank or other financial institution in a foreign country unrelated to the transactions, 

or (iii) to undisclosed other parties; 

 

7.2.6. The third party intermediary requests or encourages the preparation of fake invoices or 

other documentation in connection with a transaction; 

 

7.2.7. The third party intermediary requests the use of a “side agreement,” i.e. a commitment, 

whether verbally, written or electronically transmitted that was not part of the written 

master arrangement and which materially modifies one or more terms of the master 

agreement; 

 

7.2.8. The third party intermediary is unwilling or unable to produce work product, reports, or 

other corroboration of work done on behalf of the Company; 

 

7.2.9. The transaction takes place in a foreign country with a general reputation for bribery and/or 

public corruption. Countries that are perceived to have a high level of corruption are 

identified in the Transparency International Corruption Index. See 

www.transparency.org/cpi2014/results. Operations in those countries requires extra 

vigilance; or 

 

7.2.10. The third party intermediary was “recommended” by a foreign official. 

 

7.2.11. Additional “red flags” are described in Appendix B. 

 

7.3. If any employee knows, reasonably believes or has a suspicion that a payment or promise of payment 

prohibited by an Applicable Anti-Corruption Law has been, is being or may be made by   a third 

party intermediary for or on the Company’s behalf or for the benefit of the Company, that individual 

shall immediately report such knowledge, belief or suspicion as provided in this Policy, and shall 

use all reasonable efforts to prevent the payment or promise of payment from occurring. 

 

7.4. The Company is committed to hiring only ethical and reputable third-party intermediaries.  Prior  to 

retaining a foreign third party intermediary, the Company will perform due diligence on the 

prospective foreign third party intermediary before the third party intermediary can do any work for 

or on behalf of the Company. (See Appendix B for sample pre-retention due diligence measures.) 

All due diligence documents and the agreement setting forth the terms of retention and scope of 

authority of a particular third party intermediary must be maintained in a single master file  for  that  

third  party intermediary.   Prior  to  retaining  a  foreign  third  party intermediary as 

http://www.transparency.org/cpi2014/results
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defined in Section 7.1, employees should consult with and seek approval from the Compliance 

Officer. 

 
7.5. All contracts to hire a foreign third party intermediary as defined in Section 7.1 must be 

approved by the General Counsel and the Compliance Officer and must contain anti- 

corruption representations and warranties (see Appendix A for sample representations and 

warranties). A copy of the contract must be maintained by the Compliance Officer and must  reflect 
the approval of the Compliance Officer and the Chief Financial Officer. 

 

7.6. After retaining a third party intermediary to facilitate sales, the Company will conduct post- 

retention due diligence, including but not limited to, maintaining and updating any new information 

obtained during periodic reviews of the intermediary’s work. (See Appendix C for sample post-

retention due diligence measures.) 

 

7.7. All contracts which provide for the disbursement of funds by the Company to a third party 

intermediary for services related to business transactions outside the United States shall be in writing 

and shall require the other party to submit a written invoice and to certify that during the period 

covered by the invoice the other party has complied with all of its obligations under the relevant 

contract and is in compliance with the terms of its contract with the Company on the date of such 

certification. Contracts requiring the disbursement of funds by the Company for such services shall 

also require that funds shall be transferred only to a bank account owned by the designated recipient 

and that such account shall be located in the jurisdiction where the relevant business services are to 

be performed unless the Compliance Officer determines that payment in another jurisdiction does 

not violate applicable law, and that a valid business reason exists for payment in another jurisdiction. 

 
8. ACQUISITIONS 

 

8.1. In certain situations, when the Company or any of its subsidiaries makes an acquisition, whether by 

stock purchase, asset purchase, merger or otherwise, or enters into a joint venture, the  Company 

could have potential liability under the FCPA, the U.K. Bribery Act, or other Applicable Anti-

Corruption Laws, for actions taken by the other entity. Therefore, when the Company or a subsidiary 

pursues an acquisition or joint venture, Icahn Enterprises L.P.’s (“IEP”) Compliance Officer or the 

Company’s Compliance Officer will conduct a risk-based assessment of anti- corruption risks 

associated with the target, as well as the actions identified herein. The Company shall consult with 

IEP’s Compliance Officer and co-General Counsels to determine who performs the assessment. 

 

8.2. In accordance with this assessment, IEP’s Compliance Officer, the Company’s General Counsel, 

and/or the Company’s Compliance Officer will oversee the due diligence process with respect to 

anti-corruption risks associated with the proposed acquisition. The due diligence process shall 

include an investigation of the acquisition target’s compliance with the FCPA, the U.K. Bribery Act, 

and all other Applicable Anti-Corruption Laws. The particular information to be obtained in 

connection with such investigation shall be specified by, and the written results of such investigation 

shall be reviewed and approved by, the General Counsel and Compliance Officer. (See Appendix B 

for sample pre-acquisition due diligence measures and Appendix D for sample due diligence 

questions.) The Company shall consult with IEP’s Compliance Officer to determine who will 

oversee the due diligence process with respect to anti-corruption risks. 

 

8.3. When pre-acquisition due diligence is conducted by the Company, the Company must promptly 

report the results of its anti-corruption due diligence to IEP’s Compliance Officer prior to acquiring 

the target company or entering into the joint venture. IEP’s Compliance Officer shall notify IEP’s 

co-General Counsels, IEP’s Chief Auditor, and the Company’s General Counsel and Internal 

Auditor of the results of the due diligence. No entity or asset which either the Company’s 

Compliance Office or IEP’s Compliance Officer determines to pose anti-corruption risks will be 
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acquired absent approval by IEP’s Compliance Officer, IEP’s co-General Counsels, and the 

Company’s General Counsel. 

 

8.4. Where such anti-corruption due diligence is not practicable prior to acquisition of a new business 

for reasons beyond the Company’s or subsidiary’s control, or due to any applicable law, rule, or 

regulation, the Company will conduct anti-corruption due diligence subsequent to the acquisition. 

When the due diligence is conducted by the Company, the Company must report the results of its 

anti-corruption due diligence to IEP’s Compliance Officer promptly. The Company will ensure that 

the Policy will apply as quickly as is practicable, but in any event no less than one year post- closing, 

to newly-acquired businesses, and will promptly, for those acquisitions that are  determined not to 

pose corruption risk, conduct periodic anti-corruption audits, or will incorporate anti-corruption 

components into financial audits. The Company will train directors, officers, employees, agents, 

consultants, representatives, distributors, joint venture partners, and relevant employees of the 

acquired business who present corruption risk to the Company, on the  Applicable Anti-Corruption 

Laws and the Company’s Policy, and conduct an anti-corruption- specific audit of all newly acquired 

businesses within 18 months of acquisition. The Company must report the results of that audit to the 

Compliance Officer, the Company’s General Counsel, the Company’s Internal Auditor, and IEP’s 

Compliance Officer promptly, who will notify IEP’s co-General Counsels and IEP’s Chief Auditor. 

 

8.5. The Company or the subsidiary, depending on the entity involved, will incorporate anti- corruptions 

representations and warranties, as applicable, into relevant agreements.  (See  Appendix A for 

sample representations and warranties.) 

 
9. SUBSIDIARIES AND JOINT VENTURE PARTNERS 

 

The Company maintains the highest ethical standards, has zero tolerance for bribery or any other form of 

corruption, and adheres to strict anti-corruption policies. Compliance by the Company will be regularly monitored 

through the audit procedure set forth in Section 3.8 of this Policy and as follows: 

 

9.1. The Company will maintain and implement anti-corruption policies that comply with the FCPA and 

any other Applicable Anti-Corruption Laws in the jurisdictions in which it has a physical presence, 

including for each of its subsidiaries.  The Company’s Policy will be reviewed by IEP,  in 

consultation with IEP’s outside counsel. 

 

9.2. The Company will immediately notify IEP’s Compliance Officer regarding any circumstance under 

which the Company, including its subsidiaries, determines that there may be a reasonable basis to 

conclude that there is a violation of the FCPA, the U.K. Bribery Act, or of any other Applicable 

Anti-Corruption Law. 

 

9.3. During its quarterly disclosure committee calls, the Company will report whether any issues or 

concerns have arisen under the Policy. 

 

9.4. On a regular basis, and no less than semi-annually, the Compliance Officer of the Company will 

discuss the Company’s compliance with the Policy with IEP and IEP’s outside counsel, including 

compliance by each of the Company’s subsidiaries. 

 

9.5. The Company, including its subsidiaries, will ensure that it has unfettered access and audit rights to 

all financial records of any joint venture partner (see Appendix A for sample contractual 

representations), unless otherwise approved by IEP’s Compliance Officer. The Company, including 

its subsidiaries, will require that its joint venture partners comply with the FCPA’s accounting 

requirements and to maintain adequate procedures to prevent bribery under the U.K. Bribery Act 

and other applicable anti-corruption laws, in certain instances. 
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9.6. All joint venture agreements entered into will include representations and warranties whereby the 

joint venture partner or partners certifies that the joint venture partner or partners, including the joint 

venture partner’s or partners’ directors, officers, employees, and agents, are in full compliance with 

all Applicable Anti-Corruption Laws. Prior to entering a joint venture, the Company or subsidiary, 

depending on the entity involved, will conduct anti-corruption due diligence that is similar in scope 

to the measures set forth in Appendix B and report the results of that due diligence to IEP’s 

Compliance Officer, who will notify IEP’s co-General Counsels and IEP’s Chief Auditor. After 

entering a joint venture, the Company or its subsidiary, depending on the entity involved, will 

conduct anti-corruption due diligence that is similar in scope to the measures set forth in Appendix 

C and promptly report the results of that due diligence to IEP’s Compliance Officer, who will notify 

IEP’s co-General Counsels and IEP’s Chief Auditor. 

 

9.7. All contracts entered into with foreign third party intermediaries will contain anti-corruption 

representations and warranties appropriate for the particular third party intermediary (see  Appendix 

A for sample representations and warranties). Prior to retaining a foreign third party intermediary, 

the Company and its subsidiaries will conduct anti-corruption due diligence appropriate for the 

particular third party intermediary (see Appendix B for sample due diligence procedures). To the 

extent that such due diligence raises red flags, the Company and its subsidiary will report the red 

flags to and seek approval from the Company’s Compliance Officer and IEP’s Compliance Officer 

before retaining the foreign third party intermediary. After retaining a foreign third party 

intermediary, the Company or its subsidiary, depending on the entity involves, will conduct anti-

corruption due diligence and, where red flags arise, promptly report the results of that due diligence 

to the Company’s Compliance Officer and IEP’s Compliance Officer (see Appendix C for sample 

post-retention due diligence procedures). 

 
10. DUTY TO REPORT AND NO RETALIATION 

 

10.1. Any Company employee who is solicited by a foreign government official for money, gifts, or 

anything of value, and any Company employee who has knowledge of or a good faith belief that 

there has been or will be a violation of the Policy, the FCPA, the U.K. Bribery Act, or any other 

Applicable Anti-Corruption Law must immediately report the circumstance to either the 

Compliance Officer or via the Company’s Anonymous Ethics Hotline at (800) 884-1340. 

 

10.2. No employee who in good faith reports a violation of the Policy, the FCPA, the U.K. Bribery Act, 

or any other Applicable Anti-Corruption Law shall suffer harassment, retaliation or adverse 

employment consequence. Any employee who retaliates against an employee who has made a good 

faith report under this policy is subject to discipline up to and including immediate termination of 

employment. 

 
10.3. The failure to abide by and/or report a violation of the Policy, the FCPA, the U.K. Bribery Act 

or other Applicable Anti-Corruption Law is considered a violation of Company policy and 

will result in disciplinary action being taken, up to and including termination. 

 
11. TRANSITION RULES 

 

The Company currently uses agents, distributors and consultants globally. While the substantive provisions 

of this Policy will apply immediately to them and their activities, certain aspects of this Policy (e.g., inclusion of 

representations and warranties in contracts, pre-retention and post retention diligence, training, and the like) will be 

phased in with respect to existing agents, distributors and consultants over time. New agents, distributors and 

consultants will be subject to these new contractual and diligence processes. During the  transition of existing  agents, 

distributors and consultants, no new, modified, amended, extended, or renewed agreements with such existing third 

party intermediaries will be entered into without the express written approval of the Company’s General Counsel and 

only upon full implementation of this Policy as it relates to such third party intermediaries. 
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APPENDIX A 

 

Sample Representations & Warranties for Contracts with Agents, Consultants, Distributors and Joint Venture 

Partners 
 

Agents, consultants, distributors and joint venture partners create different compliance risks. The below 

representations cover a broad range of anti-corruption principles not all of which are implicated in each agency, 

consultancy, distributor or joint venture relationship. For example, consultants hired by the Company that are not 

involved in sales, distribution or any interaction with government officials may present little, if any, risk of improper 

interaction with the government. The below listed points provide options to ensure that the risk in each relationship is 

addressed. Failure to include certain representatives, warranties or aspects thereof in contracts should only be  done 

where the risk of non-compliance is minimal because of the scope of the Company-third-party business relationship. 

 

1. [Agent/Consultant/Distributor/Joint Venture Partner] has reviewed, understands, and will abide by the 

Foreign Corrupt Practices Act (“FCPA”), the U.K. Bribery Act, [name of company/subsidiary]’s (“the 

Company’s”) anti-corruption compliance policies and procedures, and any applicable anti-corruption laws 

and regulations of [Agent/Consultant/Distributor/Joint Venture Partner]’s home country and of any other 

jurisdiction where [Agent/Consultant/Distributor/Joint Venture Partner] conducts business on behalf of the 

Company. Specifically, [Agent/Consultant/Distributor/Joint Venture Partner] represents and warrants that  it 

has not and will not, on behalf of the Company, directly or indirectly: 

 

a. offer, promise, authorize or make a payment or give anything of value, including, but not limited to, 

any portion of the compensation received pursuant to this Agreement, any bribe, payoff, influence 

payment or kickback, to foreign public officials (including government and military officials and 

employees, executives and employees of a business owned or controlled by a government, officials 

and candidates of a foreign political party, and officials and employees of a public international 

organization such as the United Nations, World Bank or European Union) or to any person, whether 

for the benefit of a public official or otherwise: 

 

i. for the purpose of (i) influencing any act or decision of such public official in his official 

capacity, (ii) inducing such public official to do or omit to do any act in violation of the 

lawful duty of such official, (iii) securing any improper advantage, (iv) inducing such 

public official to use his or her influence with a foreign government or instrumentality 

thereof to affect or influence any act or decision of such government or instrumentality,  in 

obtaining or retaining business for or with, or directing business to, any person; or (v) 

performing a function or activity improperly, or to reward a person for the improper 

performance of such a function or activity; or 

 

ii. where [Agent/Consultant/Distributor/Joint Venture Partner] knows or believes that the 

acceptance of the advantage would itself constitute the improper performance of a function 

or activity; or 

 

b. request, agree to receive or accept a bribe from a third party, which prohibition shall include (but 

not be limited to): (i) agreeing to receive or accept a financial or other advantage intending that, in 

consequence, a function or activity should be performed improperly; (ii) agreeing to receive or 

accept a financial or other advantage where such request, agreement or acceptance itself constitutes 

the improper performance of a function or activity; (iii) agreeing to receive or accept a financial or 

other advantage as a reward for the improper performance of a function or activity; or 

(iv) in anticipation of or in consequence of a recipient or potential recipient requesting, agreeing to 

receive or accepting a financial or other advantage, a function or activity is performed improperly. 

 

2. [Agent/Consultant/Distributor/Joint Venture Partner] shall not retain or appoint any sub-agent or representative 

to act on behalf of the Company, except as specifically provided in this Agreement and the Company’s anti- 

corruption compliance policy, and only with the prior written approval of the Company and provided that the sub-

agent or representative agrees in writing to be bound by the provisions of this Agreement. 
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3. [Agent/Consultant/Distributor/Joint Venture Partner] agrees that it will not make any political contributions, 

charitable donations, or any other similar payments on behalf of the Company, without the prior written  approval 

of the Company. 

 

4. [Agent/Consultant/Distributor/Joint Venture Partner] will maintain its accounting books and records, with respect 

to all of its activities on behalf of the Company, in a manner consistent with generally recognized accounting 

principles in each jurisdiction where [Agent/Consultant/Distributor/Joint Venture Partner] conducts business for 

the Company. At a minimum, [Agent/Consultant/Distributor/Joint Venture Partner]’s accounting books and 

records shall be true, correct, complete, and accurate in all respects, and each item of income or expense shall be 

accurately described and reflected in the books of [Agent/Consultant/Distributor/Joint Venture Partner] with 

respect to its activities on behalf of the Company. 

 

5. [Agent/Consultant/Distributor/Joint Venture Partner] will notify the Company’s Compliance Officer, in writing 

and immediately upon discovery, of any known or suspected violation of the FCPA, the U.K. Bribery Act, or any 

other applicable anti-corruption law or regulation, the Company’s anti-corruption policies and procedures, or the 

terms of this Agreement, including if the known or suspected violation is committed by 

[Agent/Consultant/Distributor/Joint Venture Partner] or any of its officers, employees, or agents in connection 

with the activities on behalf of the Company. 

 

6. [Agent/Consultant/Distributor/Joint Venture Partner] agrees to allow the Company on a regular basis reasonable 

access to [Agent/Consultant/Distributor/Joint Venture Partner]’s books, records and other documents associated 

with its activities on behalf of the Company, for the Company’s review and audit. 

[Agent/Consultant/Distributor/Joint Venture Partner] also agrees [it/he/she/they] will, as requested by the 

Company, prepare written reports subject to the Company’s requested specifications and format. 

 

7. A violation of the Company’s anti-corruption policies or procedures, the FCPA, the U.K. Bribery Act, or any 

other comparable anti-corruption law or regulation applicable to [Agent/Consultant/Distributor/Joint Venture 

Partner] or any of its officers, employees and agents, shall constitute a material breach of this Agreement and 

shall give the Company the right to terminate this Agreement forthwith. [Agent/Consultant/Distributor/Joint 

Venture Partner] also acknowledges that any violation of these representations and warranties would be a material 

breach of [Agent/Consultant/Distributor/Joint Venture Partner]’s agreement with the Company, thus entitling the 

Company to terminate this Agreement forthwith. 

 

8. [Agent/Consultant/Distributor/Joint Venture Partner] agrees to reimburse the Company for all payments of the 

Company’s funds or assets made by [Agent/Consultant/Distributor/Joint Venture Partner] or any of its officers, 

employees and agents in violation of the FCPA, the U.K. Bribery Act, any other anti-corruption law or regulation 

applicable to [Agent/Consultant/Joint Venture Partner] or any of its officers, employees and agents, and the terms 

of this Agreement, as well as any resulting fines and penalties. To the extent [Agent/Consultant/Distributor/Joint 

Venture Partner] or any of its officers, employees and agents commits (or is suspected or accused of, or 

investigated for, committing) any violation of the FCPA, the U.K. Bribery Act, or any other applicable anti-

corruption law or regulation, [Agent/Consultant/Distributor/Joint Venture Partner] will defend and indemnify the 

Company for all legal or other costs, expenses or any other liabilities incurred by the Company as a result thereof, 

as they come due, including the costs of any audit that identifies a violation of the FCPA, the U.K. Bribery Act or 

any other applicable anti-corruption law or regulation. 

 

9. [Agent/Consultant/Distributor/Joint Venture Partner] will provide annual certifications on [date] of every 

subsequent year, confirming that [Agent/Consultant/Distributor/Joint Venture Partner] continues to understand 

and to comply with the FCPA, the U.K. Bribery Act, any other comparable anti-corruption law or regulation 

applicable to [Agent/Consultant/Distributor/Joint Venture Partner] or any of its officers, employees and agents, 

the terms and conditions of the Company’s anti-corruption compliance policies and procedures, and the terms of 

this Agreement. 

 

10. [Agent/Consultant/Distributor/Joint Venture Partner] agrees that it and all of its officers, employees and agents 

who will act on behalf of the Company, will participate in anti-corruption training provided, or approved, by the 

Company. 
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APPENDIX B 

 

Sample Pre-Retention Due Diligence Inquiries for Agents/Consultants/Distributors/Joint Venture Partners, and 

Potential Acquisitions 
 

Retaining agents, consultants, engaging distributors, forming joint venture relationships and acquiring entities create 

different compliance risks. The due diligence required in each business venture is not the same. The below sample 

pre-retention due diligence inquiries cover a broad range of anti-corruption principles not all of which are implicated 

in each agency, consultancy, distributor arrangement, joint venture relationship or acquisition. The list below provides 

options to ensure that the risk in each relationship is addressed. Decisions to not include certain inquiries listed below 

should only be made where addressing the potential anti-corruption non-compliance risk may be done without the 

information obtained by that inquiry. In other words, a sound business reason should be evident as to why the inquiry 

is not made. 

 

1. In general, anti-corruption due diligence information concerning agents, consultants, joint venture partners, and 

potential acquisitions may be obtained by a variety of methods, including through a review of relevant documents, 

site visits to his/her/its/their place(s) of business, personnel interviews, and the use of due diligence questionnaires 

(a sample of which is contained in Appendix D). 

 

2. The information obtained in the course of anti-corruption due diligence may include, where applicable (see 

Appendix D for a list of documents that may be requested to obtain this information): 

 

a. Professional experience, relevant skills, qualifications and other credentials, as well as credit, 

residency, criminal record and civil litigation history; 

 

b. Corporate structure and ownership; 

 

c. Foreign government-issued permits and licenses; 

 

d. The existence of any anti-corruption, anti-retaliation, or anti-money laundering policies or 

compliance programs, or code of conduct; 

 

e. The citizenship and identities of principal and key employees, including whether any of them are 

current or former government officials; 

 

f. Payment procedures, including rules for approval, cash and other methods of payment, transaction 

transparency and recording, reporting procedures, and payments to third-party intermediaries; 

 

g. Accounting information concerning payments to foreign government officials and any third parties 

that interact with foreign government officials; 

 

h. Auditing practices and procedures; 

 

i. Business reputation, particularly with other companies that have had business relationships with 

the agent/consultant, joint venture partner, or potential acquisition; 

 

j. The existence of any relationships between the agent/consultant or key personnel of a Joint 

Venture Partner or acquisition (or any of their family members) and foreign officials; 

 

k. Lists of any consultants, agents, or third parties used as intermediaries; 

 

l. The existence of any intersections between the agent/consultant’s, joint venture partner’s or 

acquisition’s business and a foreign government (including state-owned and -controlled entities), 

such as through contracts and business dealings, security arrangements, import and export, permits 

and licenses, tax issues, local charitable and political involvement, or otherwise; 
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m. Verification of material background information and representations provided; 

 

n. Whether the fees or commissions charged the Company or the subsidiary are reasonable in light of 

the prevailing range of fees or commissions that are customary for the same or similar work within 

the industry or region; and 

 

o. Verification that the contractually-designated bank account into which the Company or the 

subsidiary will deposit all commissions and other disbursements is held in the recipient’s name or 

in the name of an entity known to be controlled by the recipient, and is either in a country in which 

a substantial portion of the recipient’s services for the Company or the subsidiary will be performed 

or a country in which the recipient otherwise normally conducts business. 

 

3. In the course of performing due diligence, potential “red flags” that give rise to any concerns about a propensity 

to violate Applicable Anti-Corruption Laws or to engage in other illegal or unethical activities may warrant 

particular scrutiny. The existence of a “red flag” does not automatically mean that the proposed business  activity 

must cease. Rather, “red flags” provide a basis for further due diligence to ensure to the extent reasonably possible 

that by entering into the transaction with the existing explanation of the “red flag” the Company is not exposing 

itself to an unreasonable business and legal risk either as to that “red flag” or overall. Such red flags may include 

(where applicable): 

 

a. A dishonest reputation, i.e., reportedly paid bribes in the past or known to treat such corrupt practices 

as a normal, customary or acceptable means of doing business; 

 

b. Prior corruption investigations or allegations relating to business integrity or ethics; 

 

c. Close familial connections to, or other personal relationships with, foreign officials; 

 

d. Having been referred or suggested by a foreign official; 

 

e. Business being conducted in cash, with the use of fake documents/invoices, or through bank 

accounts (including offshore accounts) or shell companies lacking transparency; 

 

f. Commissions or fees which are outside the range of commissions or fees that are customary for  the 

same or similar work within the industry or region; 

 

g. Reluctance to sign contractual anti-corruption representations and warranties; 

 

h. Requests to use a “side agreement,” which is defined as a commitment, whether verbally, written or 

electronically transmitted (e.g., e-mail), that was not part of the written master arrangement (whether 

executed before, simultaneously, or after the master agreement), and which materially modifies one 

or more terms of the master agreement; 

 

i. Unwillingness or inability to produce financials for auditing, work product, reports, or other 

corroboration of work done; 

 

j. The business takes place in a foreign country with a general reputation for bribery or public 

corruption. See         Transparency         International         Corruption        Index        at 

www.transparency.org/cpi2014/results; 

 

k. Use of third-party representatives without conducting necessary and appropriate due diligence or 

using contractual anti-corruption representations and warranties; 

 

l. Unusual, unreliable, suspicious or incomplete documentation concerning business or financial 

activities; 

http://www.transparency.org/cpi2014/results%3B
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m. Unusually or unnecessarily complex arrangements (including, for joint venture partners in funding 

capital contributions) that demonstrate a lack of transparency; 

 

n. Unusually or excessively generous or unjustified subcontracts; 

 

o. Excessive, false, misleading or poorly articulated payment requests; 

 

p. Requests for an advance payment; 

 

q. Absence of anti-corruption policies or compliance programs; and 

 

r. Misrepresentations or failures to cooperate in the due diligence process. 
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APPENDIX C 

 

Sample Post-Retention Due Diligence Measures for Agents/Consultants/Distributors/Joint Venture Partners 
 

Post-retention due diligence is an essential aspect of maintaining a proper business relationship guided by the 

Company’s integrity commitment. As noted earlier, each agency or consultancy business relationship, a contractual 

relationship with a distributor or being involved in a joint venture presents the Company with different compliance 

risks in the anti-corruption area. Consequently, the points below are suggested mechanism through which the 

Company can reduce the risk of non-compliance in its business associations. Not every point noted below is  required 

to be undertaken. A sound business decision not to pursue one of the measures noted below must exist to ensure that 

the compliance risk is not unreasonable: 

 

1. Anti-corruption training at least every two years for above listed categories of business associates, with associated 

attendance logs and signed acknowledgement forms (which may be accomplished through on-line programs); 

 

2. Completing a Certification every two years, certifying: (i) compliance with the Foreign Corrupt Practices Act 

(“FCPA”), the U.K. Bribery Act, and the Company’s anti-corruption policy; (ii) no awareness of any undisclosed 

violations of the FCPA, the U.K. Bribery Act, or the Company’s anti-corruption policy; (iii) the individual/entity 

has not made any payment, given any gift, or provided anything of value to a foreign official  or the relative of a 

foreign official in connection with any projects or business of the Company or on behalf of  or to benefit the 

Company, except those that have been approved in advance by the Company pursuant to the Payment Approval 

Procedure; and (iv) completion of the Company’s FCPA and U.K. Bribery Act training program; 

 

3. The Certification noted in 2, above, will be reviewed and, as necessary, confirmed by the Company executive or 

employee responsible for overseeing the agent/consultant/Joint Venture Partner; 

 

4. Each year, requiring that the agent/consultant/Joint Venture Partner provide work product sufficient to 

demonstrate that they are performing the duties and providing the services they were contracted to perform; 

 

5. Updates to the agent’s/consultant’s/Joint Venture Partner’s background information at least once every three 

years; 

 

6. At least once every three years, review by the Company’s Compliance Officer and Internal Auditor of each 

agent’s, consultant’s, and Joint Venture Partner’s master file, including (i) the Annual Certifications, (ii) the 

Annual Agent/Consultant/Joint Venture Partner Performance Review Forms, (iii) work product provided by the 

agent, consultant or Joint Venture Partner and (iv) updated Background Forms, to determine whether any red 

flags exist and, if so, to investigate the red flags and determine whether it is appropriate for the Company to 

continue to work with or renew or terminate existing agreements with, the relevant agent/consultant/Joint Venture 

Partner; and 

 

7. The Audit Department, as part of its general audit function may both ensure that all the proper documentation is 

maintained in the agent’s or consultant’s master file, and also conduct a substantive review of that file,  including 

an examination for potential red flags. 
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APPENDIX D 

 

Suggested Due Diligence Request List & Questionnaire 
 

Many of the items listed below more likely would be sought or questions posed in connection with the formation of  

a joint venture or an acquisition. To the extent the below items are germane to assessing the anti-compliance risk in 

hiring agents, consultants and engaging distributors they ought to be addressed. The lack of information provided, 

whether the agent, consultant or distributor (1) has it or not; or (2) declines to provide it or not, is but one factor in 

determining the risk of non-compliance with anti-corruption laws. Mere non-compliance with a request does not 

automatically mean that the business relationship may not be pursued. It means rather that further analysis of the 

impact of the lack of response must be undertaken to gauge reasonably the business and legal risks going forward. 

Sound business judgment must be applied to assess the risks in each relationship. 

 
I. Document Request List 

 

1. Documents identifying professional experience, skills, qualifications and credentials; 

 

2. Documents identifying credit history, residency, criminal record, and civil litigation history; 

 

3. Organizational chart, including management, finance, legal, compliance, ethics. marketing, sales  and 

human resources; 

 

4. Certificate of incorporation and any permits, licenses, or registration documents; 

 

5. Documents showing legal ownership of any shares issued, including information concerning any ownership 

by a government-owned or -operated entity or government official; 

 

6. Identification of key contacts/management personnel and their citizenship, including whether any of them 

are current or former government officials; 

 

7. A list of other entities or individuals with whom the due diligence target has or had a business relationship; 

 

8. A list of all third party agents used by the due diligence target; 

 

9. Accounting records: 

 

a. General Ledger data and financial statements; 

 

b. Customer data, identifying any customers known to be government-owned or -controlled, and 

country location; 

 

c. Vendor data, including a summary of disbursements (checks/wires/cash disbursement journals)  and 

country of origin; 

 

d. Listing of payments to third-party sponsors, agents, consultants, brokers, distributors, resellers, 

lawyers, government officials and other third-party government sales intermediaries; 

 

e. Expense reimbursement data, including expenditures, if any,  provided to government officials,  gift 

logs, and employee expense reimbursements; 

 

f. Data for all active bank accounts, including petty cash accounts; 

 

g. A listing of all licenses and permits received/renewed from government authorities, including the 

amounts paid for each license/permit, any general ledger account, and the government authority 

responsive for administering the license/permit; 
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h. A listing of all charitable and political contributions and any sponsorships, including the business 

purpose for making the contribution; 

 

i. Electronic records of customer trading data, including customer orders, customer payments, and 

customer/warehouse receipts; 

 

j. A listing of any warehouse inventory; 

 

10. Policies and procedures: 

 

a. Internal accounting control and record keeping procedures; 

 

b. Policies or procedures concerning approval processes for payments to third parties; 

 

c. Policies or procedures concerning cash functions, including authorized check signors, access 

controls around check, stock and wire transfers, delegations of authority, and invoice approval 

processes; 

 

d. Policies or procedures concerning petty cash functions, including employee cash advances through 

petty cash; 

 

e. Policies or procedures concerning expense reimbursement; 

 

f. Policies or procedures concerning gifts, meals, travel, entertainment, or other expenses for foreign 

government officials; 

 

g. Policies or procedures concerning charitable and political contributions and sponsorships; 

 

h. Policies or procedures concerning business relations with government entities; 

 

i. Anti-bribery policy; 

 

j. Whistleblower policy; 

 

k. Code of conduct/Code of ethics; 

 

l. Policy for internal and external audits; 

 

m. Anti-money laundering (“AML”) compliance policy/program, including all supporting policies  

and procedures; 

 

n. AML transaction monitoring procedures, including the system(s) used to detect unusual/suspicious 

activity, and any monitoring alert/rules library; 

 

o. Economic sanctions policy; 

 

p. Conflicts of interest policy; and 

 

q. Policies related to the procurement process, third-party agent due diligence, and guidelines for 

hiring, retaining and terminating third party agents. 

 
II. Anti-Corruption Questionnaire 

 

1. Where are your business operations? 
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2. List all government-owned or -controlled entities with which you do business. 

 

3. To what extent do you (or your employees) interact with government officials or officials of government- 

owned or -operated entities? 

 

4. Are you a current or former government official? 

 

5. Do you hold any government-issued licenses? 

 

6. Have you, or any business concern you owned, controlled, or were employed by, ever had any license, permit 

or certification denied, suspended or revoked by a governmental agency, or been cited for violations or 

disciplined by any board or authority? 

 

7. Do you use any consultants, agents or other third parties who perform services for you that involve 

interactions with government agencies, including but not limited to customs, taxation, or licensing/permits? 

 

8. Have you ever provided money, gifts, entertainment, travel expenses, or anything else of value to any 

government official? 

 

9. Has any third party agent ever provided, on your behalf, money, gifts, entertainment, travel expenses, or 

anything else of value to any government official? 

 

10. Have you ever been investigated by federal, state or local law enforcement officials for bribery or corruption 

conduct, or been involved in any stage of an administrative, investigative, or judicial enforcement action or 

proceeding related to alleged bribery conduct? 

 
11. Have you engaged in business relations with any individual or entity that has been investigated by federal, 

state or local authorities for bribery or corruption conduct? 

 

12. Have you, or any business that you owned or controlled, ever been charged with any crime or offense? 

 

13. Are you or have you ever been affiliated with any professional associations, boards or advisory 

committees? 

 

14. Are you or have you ever been affiliated with any political organization? If so, how? 

 

15. Do you have an anti-bribery policy?  What does it entail? 

 

16. Do you require employees to certify compliance with the anti-bribery policy? 

 

17. Do you conduct periodic audits of your anti-bribery policies and procedures? 

 

18. Do you have a policy on gifts and entertainment expenses? 

 

19. Do you have a policy on political and charitable contributions and donations? 

 

20. Do you provide anti-bribery training and continuing education to sales representatives? 

 

21. Do you have a record keeping policy that covers financial transactions related to sales contracts? 

 

22. Do you conduct due diligence checks on agents, consultants, and other third parties? 

 

23. Do you have internal reporting procedures, including personnel designated to receive and manage 

corruption reports and an anti-retaliation policy for whistleblowers? 


